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About Chirp 

Chirp sends and receives data via sound, using nothing but a device's existing speaker and microphone. 

Information is converted to an audio signal, received by any device within hearing range, and then converted back to the original data. 

Unlike Bluetooth and Wi-Fi, it doesn't require any prior passwords or pairing, so it makes sharing data simple and frictionless. 

It works completely offline, is proven to be robust in the noisiest of conditions, and supports bank-grade cryptography for secure transactions. It can even use near-ultrasonic frequencies that are inaudible to the human ear.

What are the affordances of sound?

· Broadcast capable - Sound is practically omnidirectional, meaning it is broadcast from a source and travels out in all directions from its origin. 
· Ubiquitous - Sound is everywhere around us, and billions of devices are able to make or listen for sound via their microphones and loudspeakers. 
· Works offline - Sound works completely peer-to-peer, meaning no additional connections are needed to ‘the cloud’ or other network services, so it works great in situation where there is no other network access.
· Device Agnostic - Any device with a speaker (from vinyl to top of the range smartphones) are capable of sending Chirps and most devices with a microphone and minimal computing power is capable of receiving Chirps.




What are the specific affordances of Chirp’s data-over-sound technology?

· Frictionless - Unlike many networking solutions, Chirp is frictionless and does not require devices to go through any prior handshake process before they can exchange data.
· Portable - Using sound, Chirp technology can take data out of the dark, transforming it into something tangible that the majority of people are familiar with. Encoding data into sound enables it to be forward shared between different platforms and devices.
· Secure - Chirp acts as the Transport Layer in the networking stack, much the same way TCP does in the internet stack. Our technology gets the data from A to B but does not itself directly implement security measures - these measures are layered on top of our Transport Layer so that they are in place as the data is passed to Chirp for transmission. Importantly, this means that Chirp does not have knowledge of security strategies implemented by partners' applications and products using our technology. Partners can effectively add any type of encryption, tokenisation or other security strategy required before broadcasting.

How do we provide our technology solutions?

· Our technology is an enabling technology that is designed to be integrated into our clients products and services.
· Our technology is made available as a suite of audible and inaudible (ultrasonic), interoperable SDKs that work on many different technology platforms such as iOS, Mac OS, Android, Windows, JS, Web Browsers, Python, Arduino, Raspberry Pi and Linux.
· We are able to develop custom SDKs for our partner’s specific requirements where needed.
· Chirp’s technology is available for free for users under 10,000 monthly active users or under commercial licence.
· Chirp have also provided an Alexa Toolkit which is supported by AWS. More information for this can be found at: https://aws.amazon.com/blogs/startups/send-data-over-voice-using-alexa-with-the-chirp-toolkit/

What do we mean by devices?

· When referring to a device we are referring to machines and equipment of different platforms, form-factors, architectures and eras that can process audio, not just smart phones or tablets.
· This includes legacy and analogue equipment - any device with a speaker can emit a Chirp and any device with a microphone, and a relatively small amount of processing power, can receive and decode it.
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